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初期設定マニュアル
Webサービスやアプリのパスワードを

安全に一括管理します

※操作画面、操作手順は「端末機種」や「OSバージョン」により異なる場合があります。

※内容の全部または一部は予告なく変更される場合があります。
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パスワード管理アプリ 2026年2月版

ＫＩＮＧＳＯＦＴ

Password Manager

KPM-MAN-FAQ-2602



Password Manager 初期設定マニュアル

あなたのモバイル端末に迫る脅威

サイバーセキュリティ三原則※2

情報セキュリティ10大脅威

順位 「個人」向け脅威※1

※1.出所：独立行政法人情報処理推進機構 セキュリティセンターの情報を基に作成

独立行政法人情報処理推進機構 セキュリティセンター『情報セキュリティ10大脅威 2025 個人編』

https://www.ipa.go.jp/security/10threats/eid2eo0000005231-att/kaisetsu_2025_kojin.pdf

その1 ソフトウェアを最新に保とう

その2 強固なパスワードの設定と多要素認証を活用しよう

その3 不用意に開かない・インストールしない

※2.出所：総務省

国民のためのサイバーセキュリティサイト「サーバーセキュリティ初心者のための三原則」

https://www.soumu.go.jp/main_sosiki/cybersecurity/kokumin/intro/beginner/

1 インターネット上のサービスからの個人情報の窃取

3 クレジットカード情報の不正利用

2 インターネット上のサービスへの不正ログイン

4 スマホ決済の不正利用

5 偽警告によるインターネット詐欺

6 ネット上の誹謗・中傷・デマ

7 偽フィッシングによる個人情報等の詐取

8 不正アプリによるスマートフォン利用者への被害

9 メールやSMS等を使った脅迫・詐欺の手口による金銭要求

10 ワンクリック請求等の不当請求による金銭被害

2

ﾊﾟｽﾜｰﾄﾞ管理ｱﾌﾟﾘで対策

年々、不正ﾛｸﾞｲﾝや不正利用の脅威が高まっている
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脆弱なパスワードの例と不正利用の被害実態

証券口座の乗っ取りと不正取引による売買

金融庁によると、2025年1月から11月の間で、不正に取引された被

害金額は累計で7,191億円、被害件数は76件を超えています。※

また、こうした被害に遭わないための留意点の一つとして「やむを

得ず認証方式にパスワードを利用する場合には、パスワードの使い

まわしをしない。推測が容易な単純なパスワードを用いない」こと

を挙げています。
※出所：金融庁『インターネット取引サービスへの不正アクセス・不正取引による被害が急増しています』

　　　　https://www.fsa.go.jp/ordinary/chuui/chuui_phishing.html

あなたの金融資産を狙う新たな脅威と金銭的被害

あなたは使っていませんか？簡単に推測される脆弱なパスワード

攻撃者から簡単に推測されるようなパスワードは、

情報漏洩のリスクが高まります。パスワードが漏

洩してしまうと、ECサイトで不正購入をされたり、

決済アプリで不正送金をされたりなど、金銭的被

害が発生する可能性があります。

特に、脆弱なパスワードを複数のサービスで使い

まわしている場合には、被害リスクが高まります。

脆弱なパスワードのリスク

ソリトンシステムズによる日本人パスワードランキング
※出所：ソリトンシステムズの情報を基に作成　株式会社ソリトンシステムズ『日本人のパスワードランキング 2024 最新版』
　　　　https://www.soliton.co.jp/products/csa/WP-CSA-2410B.pdf

規則的なPass

連続や順序など、規則性を

もった数字や英字のPassは推

測がされやすい。PCのキー

ボードの配置順も同様。
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日本人パスワードランキング（1位～10位）

順位 2024年 2021年

1位 123456 123456

2位 password password

3位 123123 000000

4位 qwerty 1qaz2wsx

5位 111111 12345678

6位 000000 123456789

7位 abc123 111111

8位 1q2w3e4r Sakura

9位 xxxxxx dropbox

10位 1qaz2wsx 12345

111... abc...

意味をもった単語

password

“パスワード”や”特定の

サービス名”など意味をもっ

た単語のPassは推測がされや

すい。

取引量が少ない
低価格な株

口座A

犯罪グループ
不正アクセス

乗っ取り
買い注文

大量の買い注文で

口座A

顧客

！証券口座乗っ取りのイメージ
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Password Manager 機能概要

アプリ機能詳細
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パスワード登録

WEBｻｲﾄやｱﾌﾟﾘのﾛｸﾞｲﾝ情報
（ID、ﾊﾟｽﾜｰﾄﾞ、URLなど）
を登録し、ﾊﾟｽﾜｰﾄﾞﾛｯｸされ
ている本ｱﾌﾟﾘで安全にﾊﾟｽ
ﾜｰﾄﾞを保管できます。

パスワードチェック パスワード自動生成

パスワード自動入力

必要な端末のｱｸｾｽ権限を許
可することで、登録したﾛｸﾞ
ｲﾝ情報をｱﾌﾟﾘやﾌﾞﾗｳｻﾞ内で
自動入力できます。

メモ管理機能 お気に入り,ｶﾃｺﾞﾘｰ

バックアップ

Google DriveやiCloudへ事
前にﾊﾞｯｸｱｯﾌﾟを保存できま
す。故障、紛失など万一の
ﾄﾗﾌﾞﾙで端末が使えなく
なった時や機種変更を行う
時に、ｱｶｳﾝﾄ情報やﾒﾓ情報
を復元できます。

端末のﾒﾓﾘｰ、ﾊﾞｯﾃﾘｰ、ｽﾄﾚｰ
ｼﾞ等の利用状況が確認でき、
端末の状況を一括管理でき
ます。

銀行口座やｸﾚｼﾞｯﾄｶｰﾄﾞの登
録番号等、重要情報をﾊﾟｽ
ﾜｰﾄﾞ付きで管理できます。
大切な情報を撮影した写真
も保存でき、安全・安心に
重要情報を管理します。

よく利用するﾛｸﾞｲﾝ情報が
あればお気に入り登録し、
ﾋﾟﾝ止めできます。また、
任意の名称でｶﾃｺﾞﾘｰ登録が
でき、ｱｶｳﾝﾄの分類ごとに
わかりやすくｱｶｳﾝﾄを管理
できます。

ｱﾌﾟﾘへ登録したWEBｻｲﾄ･ｱﾌﾟ
ﾘに使用されているﾊﾟｽﾜｰﾄﾞ
のﾁｪｯｸを行うことで、脆弱
なﾊﾟｽﾜｰﾄﾞおよび使い回し
をしているﾊﾟｽﾜｰﾄﾞを抽出
でき、ﾊﾟｽﾜｰﾄﾞ脆弱性対策
に役立ちます。

ﾜﾝﾀｯﾌﾟでｱﾌﾟﾘがﾊﾟｽﾜｰﾄﾞを
自動生成します。英字（大
文字、小文字）数字、記号
等をﾗﾝﾀﾞﾑに組み合わせたｾ
ｷｭﾘﾃｨ強度の高いﾊﾟｽﾜｰﾄﾞで
ｱｶｳﾝﾄ管理できます。

ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞを毎回入力す
る手間を軽減するため、お
使いの端末にご登録されて
いる指紋認証、顔認証を活
用し、ｱﾌﾟﾘのﾛｯｸを解除で
きます。

端末管理 生体認証

Android™ iOS® Android™ iOS® Android™ iOS®

Android™ iOS®Android™ iOS®Android™ iOS®

Android™ iOS®Android™ iOS®Android™ iOS®
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①「入手」をﾀｯﾌﾟ ②「許可」をﾀｯﾌﾟ ③「同意する」をﾀｯﾌﾟ

インストール・認証方法

⑥「OK」をﾀｯﾌﾟ ⑦ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞを入力し

「ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞを設定」

をﾀｯﾌﾟ

⑧「OK」をﾀｯﾌﾟ ⑨「OK」をﾀｯﾌﾟ ⑩秘密の質問の設定と

その回答を入力し

「OK」をﾀｯﾌﾟ

⑪端末の設定から

権限を許可し、

「✕」をﾀｯﾌﾟ

⑫「はい」をﾀｯﾌﾟ ⑬「OK」をﾀｯﾌﾟ

④「ｼﾘｱﾙをお持ちの方

はこちら」をﾀｯﾌﾟ

⑤ｼﾘｱﾙｷｰを入力し

「認証」をﾀｯﾌﾟ

⑭初期設定完了

iOS®
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①「ｲﾝｽﾄｰﾙ」をﾀｯﾌﾟ
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インストール・認証方法

②「同意する」をﾀｯﾌﾟ ③「同意する」をﾀｯﾌﾟ ④「ｼﾘｱﾙをお持ちの方

はこちら」をﾀｯﾌﾟ

⑤「許可」をﾀｯﾌﾟ

⑥「許可」をﾀｯﾌﾟ ⑦「同意して続行」を

ﾀｯﾌﾟ

⑧ｼﾘｱﾙｷｰを入力し

「認証」をﾀｯﾌﾟ

⑨ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞを入力し

「ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞを設定」

をﾀｯﾌﾟ

⑩「OK」をﾀｯﾌﾟ

⑪「OK」をﾀｯﾌﾟ ⑫秘密の質問の設定と

その回答を入力し

「OK」をﾀｯﾌﾟ

⑬「設定へ」をﾀｯﾌﾟ ⑭「Password Manager」

をﾀｯﾌﾟ

⑮「変更」をﾀｯﾌﾟ

Android™
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⑯「OK」をﾀｯﾌﾟ ⑰「OK」をﾀｯﾌﾟ ⑱初期設定完了

機種変更・シリアル番号解除方法

アプリ内でシリアル番号を解除することができます。
機種変更等で新しい端末にアプリを認証することができるようになります。

インストール・認証方法

①左上の三本線をﾀｯﾌﾟ ②「機種変更・ｼﾘｱﾙ

番号解除」をﾀｯﾌﾟ

③「ﾘｾｯﾄ」をする前に

④-①「ｼﾘｱﾙ番号をﾒｰﾙで送る」

又は④-②「ｽｸﾘｰﾝｼｮｯﾄを保存」

④-①ｼﾘｱﾙ番号をﾒｰﾙで送る

ﾒｰﾙｱﾌﾟﾘが起動しますので送

りたい宛先を入力して送信

④-②ｽｸﾘｰﾝｼｮｯﾄを保存

保存したｽｸﾘｰﾝｼｮｯﾄは

画像ﾌｫﾙﾀﾞで確認できます

ｱｸｾｽ権限が必要な場合には

許可します

⑤「ﾘｾｯﾄ」をﾀｯﾌﾟ ⑥「OK」をﾀｯﾌﾟ ⑦「OK」をﾀｯﾌﾟ ⑧ｼﾘｱﾙ解除完了

Android™

Android™ iOS®
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マスターパスワードを忘れた場合の再設定方法

Android™

iOS®

①「ﾊﾟｽﾜｰﾄﾞを忘れた方

はこちら」をﾀｯﾌﾟ

②秘密の質問への回答

を入力し「OK」をﾀｯﾌﾟ

③新しいﾊﾟｽﾜｰﾄﾞを

入力し「ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞを

設定」をﾀｯﾌﾟ

④「OK」をﾀｯﾌﾟ ⑤ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞの

再設定が完了

マスターパスワードとは

マスターパスワードとは、Password Managerへログインするための
パスワードです。生体認証を登録している場合には、生体認証でも
Password Managerへログインできます。

①「ﾊﾟｽﾜｰﾄﾞを忘れた方

はこちら」をﾀｯﾌﾟ

②秘密の質問への回答

を入力し「OK」をﾀｯﾌﾟ

③新しいﾊﾟｽﾜｰﾄﾞを

入力し「設定」をﾀｯﾌﾟ

④「OK」をﾀｯﾌﾟ ⑤ﾏｽﾀｰﾊﾟｽﾜｰﾄﾞの

再設定が完了
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①「ｱｶｳﾝﾄ登録」をﾀｯﾌﾟ ②ｱｶｳﾝﾄ登録したい

ｻｰﾋﾞｽをﾀｯﾌﾟ

③(a)IDと(b)ﾊﾟｽﾜｰﾄﾞ欄

へ登録情報を入力し、

「保存」をﾀｯﾌﾟし完了

(a)

(b)

③’「ﾊﾟｽﾜｰﾄﾞ」を

使用するをﾀｯﾌﾟ

③”生成したﾊﾟｽﾜｰﾄﾞが

登録されます

コピーボタン

Android™ iOS®

※以下の画面はAndroid版の画面（iOS版の手順も同様）

アカウント登録設定
（アカウント登録したいサービスがPassword Managerに登録されていない場合）

アカウント登録設定 / パスワード自動生成
（アカウント登録したいサービスがPassword Managerに登録されている場合）

Android™ iOS®

①「ｱｶｳﾝﾄ登録」をﾀｯﾌﾟ ②「ﾊﾟｽﾜｰﾄﾞの追加」を

ﾀｯﾌﾟ

③登録名を入力し「URL

を検索する」をﾀｯﾌﾟ

④該当のﾍﾟｰｼﾞへｱｸｾｽし、

「URLの追加」をﾀｯﾌﾟ

⑤(a)IDと(b)ﾊﾟｽﾜｰﾄﾞ欄

へ登録情報を入力し、

「保存」をﾀｯﾌﾟし完了

(a)

(b)

※以下の画面はAndroid版の画面（iOS版の手順も同様）

ﾊﾟｽﾜｰﾄﾞを自動生成する場合
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カテゴリー設定

お気に入り登録設定

Android™ iOS®

①「ｶﾃｺﾞﾘｰ」をﾀｯﾌﾟ ②「＋」をﾀｯﾌﾟ ③任意のｶﾃｺﾞﾘｰ名を

入力し「保存」をﾀｯﾌﾟ

④新しいｶﾃｺﾞﾘｰが

登録される

⑤ｱｶｳﾝﾄ登録画面の

ﾌﾞﾙﾀﾞｳﾝﾘｽﾄへ登録した

ｶﾃｺﾞﾘｰが表示される

※以下の画面はAndroid版の画面（iOS版の手順も同様）

Android™ iOS®

※以下の画面はAndroid版の画面（iOS版の手順も同様）

①「♡」（お気に入り）

をﾀｯﾌﾟ

②「お気に入り」をﾀｯﾌﾟ ③お気に入り登録した

ｱｶｳﾝﾄが表示される

登録したアカウントをカテゴリー内で一覧表示できます。

登録アカウントを分類することで、アカウントが整理でき、効率的に管理できます。

登録したアカウントをお気に入り内で一覧表示できます。

使用頻度の高いアカウントをお気に入り登録することで、効率的に管理できます。
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メモ管理設定 Android™ iOS®

※以下の画面はAndroid版の画面（iOS版の手順も同様）

①「ﾒﾓ管理」をﾀｯﾌﾟ ②次へをﾀｯﾌﾟ後、

「完了」をﾀｯﾌﾟ

③任意のｶﾃｺﾞﾘｰを

ﾀｯﾌﾟ（銀行口座で説明）

④「＋」をﾀｯﾌﾟ ⑤項目へ入力後、

「色の選択」をﾀｯﾌﾟ

⑥任意の色を選択し、

「OK」をﾀｯﾌﾟ

例：銀行別に色分け

⑦「保存」をﾀｯﾌﾟ ⑧「←」をﾀｯﾌﾟ ⑨一覧へ登録した

銀行情報が保存

11

①「写真ﾒﾓ」をﾀｯﾌﾟ ②「＋」をﾀｯﾌﾟ ③「画像」または「ｶﾒﾗ」

をﾀｯﾌﾟ

④登録写真の「名前」

を入力し「保存」をﾀｯﾌﾟ

⑤一覧へ登録した

画像ﾃﾞｰﾀが保存

画像保存が可能
機密性の高いカードや
書類の保存に便利

写真メモ（写真を保存、管理）
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バックアップ設定

Password Managerへ保存した情報を、Google DriveまたはiCloudへﾊﾞｯｸｱｯﾌﾟできます。

機種変更をした際には、新しい端末でPassword Managerへ保存した情報を復元できます。

Android™ iOS®

※以下の画面はAndroid版の画面（iOS版の手順も同様）

①「設定」をﾀｯﾌﾟ ②「ﾊﾞｯｸｱｯﾌﾟ」をﾀｯﾌﾟ ③「Google Driveﾊﾞｯｸ

ｱｯﾌﾟ」をﾀｯﾌﾟ

④「ﾛｸﾞｲﾝ」をﾀｯﾌﾟ

ﾛｸﾞｲﾝ操作を実行

⑤設定完了

ﾊﾞｯｸｱｯﾌﾟから復元

機種変更時などで、
旧端末から新端末へ

ｱﾌﾟﾘﾃﾞｰﾀを移行したい時

ﾊﾞｯｸｱｯﾌﾟを保存

ﾊﾞｯｸｱｯﾌﾟﾃﾞｰﾀを
現時点の最新の情報へ

更新したい時

保存 復元
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サポート窓口

Password Managerの使い方のお問い合わせはこちら

サポート

Android™ 8.0以上 ／ iOS® 13.0以降 ※

※OSのバージョンアップやアプリのバージョンアップにより、仕様が変更となる場合がございます。

最新の動作環境は各アプリストアページをご確認ください。
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動作環境

お客様のアカウント情報

よくある質問

https://www.kingsoft.jp/kpm/faq/

お問い合わせ

kpm@kingsoft.jp

キングソフト株式会社　〒108-0014 東京都港区芝五丁目29番11号　G-BASE田町5F　　https://www.kingsoft.jp/

チャットサポート
24時間365日対応

https://support.kingsoft.jp/chat

シリアルコード マスターパスワード


